
 

 

 

ISC2 CISSP Certified Information Systems Security Professional exam
preparation course - English
Earn the CISSP - The World's Premier Cybersecurity Certification! The Certified Information Systems Security
Professional (CISSP) is the most globally recognized certification in the information security market. CISSP
validates an information security professional?s deep technical and managerial knowledge and experience to
effectively design, engineer, and manage the overall security posture of an organization.

ISC2 CISSP Certified Information System Security Professional exam preparation course in English course
language with English training documents, which are constantly updated by the instructor! Exchange of
experiences and discussions complete the seminar.

CBT Training  & Consulting GmbH Munich is official ISC2 Computer-Based Testing Location!

List Price
4.390,00 € excl. of VAT
5.224,10 € incl. of VAT

Duration
5 days

Fee for Exams
750,00 € excl. of VAT / 892,50 € incl. of VAT

Services Presence	
• Course in the Training Centre 
• Catering 
• Confirmation of

Participation/Certificate	

Services Online Training	
• Technical Support	
• Online Access	
• Confirmation of

Participation/Certificate	

Your Contact Person

Manuela Krämer
Leitung 
Informationssicherheit

Kontakt/Fragen:
m.kraemer@cbt-training.de
Telefon: +49 (0)89-4576918-12

Contents
The "Certified Information Systems Security Professional" (CISSP) certificate is considered one of the world's
highest rated certificates on the market of information security for specialists.

8 Domains ISC2 CISSP Certified Information System Security Professional 

• Security and Risk Management
• Security, Risk, Compliance, Law, Regulations, Business Continuity

• Asset Security
• Protecting Security of Assets

• Security Architecture and Engineering
• Engineering and Management of Security

• Communications and Network Security
• Designing and Protecting Network Security

• Identity and Access Management (IAM)
• Controlling Access and Managing Identity

• Security Assessment and Testing
• Designing, Performing, and Analyzing Security Testing

• Security Operations
• Foundational Concepts, Investigations, Incident Management, Disaster Recovery

• Software Development Security
• Understanding, Applying, and Enforcing Software Security

CISSP was the first credential in the field of information security to meet the stringent requirements of ANSI/
ISO/IEC Standard 17024.



 

 

 

Objectives
This course is designed for information security professionals with deep technical and managerial knowledge
and experience to effectively design, engineer and manage the overall security posture of an organization. This
training course provides a comprehensive review of information systems security concepts and industry best
practices, covering the following eight domains of the CISSP Common Body of Knowledge (CBK®).

Audience
• The CISSP is ideal for experienced security practitioners, managers and executives interested in proving

their knowledge across a wide array of security practices and principles, including those in the following
positions:

• Chief Information Security Officer
• Chief Information Officer
• Director of Security
• IT Director/Manager
• Security Systems Engineer
• Security Analyst
• Security Manager
• Security Auditor
• Security Architect
• Security Consultant
• Network Architect

Requirements
• Requirements and preparation for attending the course: Business English

• Prepare yourself for the course in self-study.
• CISSP books are only available in English and are not part of the course. For the course you will receive a

training manuscript in English specially prepared by the instructor.Preparation for the course and after the
course for the self-study exam is essential! Please note the speakers' valuable tips for exam
preparation.Only register for the exam date after the course! Only then can you estimate how much
reworking you still need for the exam!

Experience Required: Candidates must have a minimum of five years cumulative paid work experience in two or
more of the eight domains of the CISSP CBK. Earning a four year college degree or regional equivalent or an
additional credential from the (ISC)2 approved list will satisfy one year of the required experience. Education
credit will only satisfy one year of experience.

A candidate that doesn?t have the required experience to become a CISSP may become an Associate of ISC2 by
successfully passing the CISSP examination. The Associate of ISC2 will then have six years to earn the five years
required experience.



 

 

 

Exam/Certification
ISC2 CISSP
 You recieve information for exam registration during the course. 
You have the possibility to order the exam voucher with your course order. Subsequent orders cannot be placed.
However, you can place your exam order directly by yourself at Pearson VUE paying with credit card. 
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